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I. Creation and establishment

Political and institutional support for its creation

· Legal basis and technical normative framework for creation

· Institutional anchorage

· Member entities, service providers and participants

· Functions and duties 

· Strategic Direction 

· How it is constituted

· Functions

· Executive director (or similar)

· Selection process 

· Requirements

· Functions

· Budget and sustainability

II. Vision and strategic planning
· Vision, mission and strategy 

Guiding principles

· No discrimination on the grounds of race, color, sex, gender, language, religion, political or other opinion, nationality, economic or social status, or any other social condition

· Impartiality

· Cooperation and coordination

· Integration and interoperability

· Total quality

· Accessibility through a unique number

· Free of charge

Prospective and ability to plan and adapt to changes according to emerging/future trends

III. System design

· National and territorial coverage (decentralization)

· Range of services to be offered based on an evidence-based diagnosis of the public safety, health, risk management and claims sectors, among others  

· System Governance

· Structure and organization (institutional architecture)

· Roles and responsibilities

· Competences of each part of the system

· Processes and flows

· Functional requirements

· Physical space (individual and collective to carry out different functions and tasks)

· Equipment

· Furniture

· Technological infrastructure/architecture (hardware and software)

· Operating System

· Radio communication system between integrated institutions

· Georeferenced information systems 

· Video Surveillance Monitoring System

· Video surveillance visualization system and alert mechanisms.

· Automatic call localization system (including smart phones).

· Telephone equipment, with the following features:

· Call Transfer

· Call Waiting

· Conference Calls

· Configurable call identification (repeat cases, operational tests, technology, public booths, among others). 

· Ability to call back

· Handling of call queues

· Calls integrated with radio communications systems

· Communications integration (interoperability)

· General criteria for calls

· Quality

· Access procedure

· Validation procedure

· Storage procedure

· Ensuring accessibility for people with disabilities

· Service misuse management.

· Reduction measures

· Attention to the public

· Statistics

· Additional technological tools:

· Website, Applicative

· Communication

· Recording system (between call receiver and citizen, between call receiver and dispatcher and between receiver, dispatcher and other participating entities), in accordance with privacy and protection laws.

· Web services for integration systems or information technologies.  

· System of video surveillance in public spaces.

· General criteria for camera installation 

· Internet availability and access 

· Database Servers

· Network equipment and connectivity

· Electrical equipment and air-conditioning

· Information architecture, for each of the functions, mainly call receiver and dispatcher.

· Incident typology

· Crimes/citizen Safety

· Health Care Incidents

· Irrigation and Disasters

· Casualties and Crises (residential/forest fires, search and rescue, among others)

· National and State Security.

· Type of calls (including invalid calls, consultations, among others) 

· System of classification and prioritization of calls/incidents 

· Data/information to be captured in each call/incident, according to the current legislature.

· Which data/information to capture

· How it is captured 

· Where it is stored

· Possibility to retrieve calls/incidents information 

· Interoperable and related databases 

· Development and use of statistics

· Report Types

· Use of information: 

· For strategic and operational decision making

· To make adjustments and improvements to the System and the services it offers

· For the design, monitoring and evaluation of public policies

· For criminal investigations and prosecutions

· Technical document management system (for internal and external use)

· Internal approval process (including when documents are reviewed or updated)
· Document storage process (how and where they are stored)
· Document destruction process
IV. Comprehensive management of national emergency systems
Objectives and goals

Indictors

· Management

· Processes

· Quality

· Results 

Standardization and implementation of processes (identify processes and actions that should be logged)

· Protocols of action according to the activation of the service that is demanded

· Protocols for the procurement of services/products

· Information Security Protocols

Coordination and articulation with:

· Articulated entities

· Entities providing services/products

· Procedure to ensure that the contracted service/product is adequately fulfilling the assigned function, with the established quality criteria and the contract signed, if applicable, in accordance with the corresponding SLAs.

· Related entities

System of review and feedback after actions to adjust the processes, protocols and procedures of the system in coordination, articulation and care.

· Service users

· Personnel

Adequate management of financial resources to ensure the constant and continuous functioning of the system.

V. Incident and call management

Call reception and management

· General criteria and procedures for call handling 

The call recipient should be seen on the screen:  

· Personal basic information

· Possibility to update and complete the information

· Information validation from databases that feed the System

· Script and pre-defined questions to guide the call and collect information about the person and the specific incident

· Pre-defined list of the different types of incidents

· Call/incident classification options according to risk level and prioritization level

· Procedures associated with incident response

· Articulation of agencies or services relevant to the type of incident being reported

· Various options

· Possibility of cancelling or manually modifying the articulation.

· Possibility of scaling

· Transfer of information to agencies or dispatch services

· Special cases:

· How to process Intentional Homicide Cases

· How to prosecute cases of gender-based violence

· How to process disabled individuals

· "How to process cases in foreign languages. 

· How to process suspected false calls and misuse calls.

· Capture and Storage

· Data/information related to the call/incident in a standardized manner from reception to dispatch

· Automatic recording of indicators (of processes, quality, results) based on established goals

· Ability to process an atypical volume of calls

· Processes of call control quality

Dispatch and control of emergency and security units

· Simultaneous management of multiple agencies and services

· Ability to modify the initial dispatch (re-categorize)

· Permanent contact with the dispatched units (interoperable communication systems)

The dispatcher of agencies or services should be seen on screen:

· Incident location and management of the dispatched units

· Operational capacity of articulation.

· Video surveillance support.

· Capture and storage

· Of the services/resources dispatched, from the dispatch to the attention of the persons involved and the closing of the incident  

· Automatic recording of indicators (of processes, quality and results) based on established goals

Incident support systems

· Type of monitoring of video surveillance cameras (preventive, reactive)

· Support and follow-up in actions of the resources dispatched in the territory.

Management of visual records obtained for inputs from the judicial functions.

VI. Human Resources Management
Human resources strategy

Clearly defined, updated and available job descriptions

Recruitment of personnel under the principles of non-discrimination and gender equity

· Selection process

· Outbound process

Continuous training for strengthening functions and capacities

Establish and maintain records of training, experiences and expertise.
Professional Benefits and Incentives 

Staff support systems and services for dealing with traumatic, high-tension or stressful calls/incidents 

Ethics Code

VII.  Crime Evidence Management

Evidence handling by judicial instances.

· Information classification (audio, video, data, among others)

· Back-up procedures 

· Identification of vulnerabilities and potential risks 

· Contingency plans for identified vulnerabilities and risks

VIII. Security

· Systems

· Identification of vulnerabilities and potential risks

· Action plan and reaction to security incidents

· Contingency plans for identified vulnerabilities and risks

· Buildings

· Inputs and outputs (including emergency)

· Identification of vulnerabilities and potential risks

· Fires

· Drills

· Fire extinguishing system alarms

· Extinguishers

· Sprinklers

· Absence of basic services: water, electricity, connectivity, gas, among others.

· Contingency plans for identified vulnerabilities and risks

· Equipment

· Identification of vulnerabilities and potential risks

· Contingency plans for identified vulnerabilities and risks

· Personnel

· Identification of vulnerabilities and potential risks

· Contingency plans for identified vulnerabilities and risks

· Contingency plans that could threaten the systems functioning ability and response capacity (fail of essential components of the system, general failure of the system, natural catastrophe, terrorist attack, among other critical events).

IX. Institutional relations, communication and press
Internal Communication

· Communication strategy

· Communication processes with multiple communication methods

· Intranet

External Communication

· Communication strategy, including social networks

· Dissemination and socialization of the national emergency system and, in particular, its emergency number

· Web Site

· Social Networks

· Communication Management (traditional and virtual) in case of incidents

· With the population

· With the media (traditional and digital)

· With member entities, service providers and participating entities

· With public and private institutions

· With government authorities

· Community Engagement

· Talks and socialization of the good use of emergency services.

Management of relationships with other national emergency systems

· Strategic Alliances

· Horizontal cooperation

· Technical support

· Exchange of experiences

· Interinstitutional agreements

X. Transparency and accountability

Processes and mechanisms for access to information, in compliance with laws on transparency and access to information.

Management report, including access to statistics related to the functioning and results of the system

Allocated and spent budget

Contracts with service/product providers

 Management and accountability reporting and development
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